
Every day we see a Facebook friend or friends who've been "hacked". Why do some people get
hacked and others don't? They're making one of several mistakes that make it easy for the bad
guys to clone their accounts. Most people never check their Facebook settings. I will look at
some common mistakes people make with their Facebook accounts that make them an easy
mark.
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ON-CAMERA TEASE:

we all have Facebook friends who are constantly getting hacked. want to know why? I'm Jamey
Tucker coming up with some common Facebook mistakes that hackers look for to find their
targets.

ANCHOR INTRO

EVERY DAY MANY OF YOUR FACEBOOK FRIENDS HAVE THEIR ACCOUNTS HACKED OR
CLONED. THE BAD GUYS SEND OUT FACEBOOK FRIEND REQUESTS TO
FAKE-ACCOUNTS, OR USE THE FACEBOOK ACCOUNT TO BEGIN STEALING IDENTITIES.

AND IT SEEMS SOME PEOPLE ARE MORE SUSCEPTIBLE TO BEING HACKED THAN
OTHERS. BUT THERE ARE REASONS THAT MAKE SOME FACEBOOK USERS AN EASY
TARGET. OUR CONSUMER TECHNOLOGY REPORTER JAMEY TUCKER EXPLAINS WHY
SOME FACEBOOK FRIENDS ARE ALWAYS GETTING HACKED.

PACKAGE SCRIPT

We've all got Facebook friends who post warnings that their account has been hacked and "do
not accept friend requests" from me. They're likely making a few mistakes that make it far too
easy for hackers to find them, and compromise their accounts.

first sharing a phone number. You may not even remember giving Facebook your
phone number but if it's shared publicly, it makes you vulnerable to hacks and identity theft. IT
MAY BE WHY YOU'RE GETTING SO MANY SPAM TEXTS AND ROBOCALLS.
Same with your email address. Change them both to "only me" and share your number and

email address only when you choose to.
Another mistake is having too many Facebook friends. Hackers tend to target people with lots

of friends and followers. Fake accounts send out millions of friend requests every day. Check
your friends. If there are any you don't know, block them.



I guarantee you'll see followers you don't know and didn't know who were following you.
Here's why: if you get a friend request from someone and you ignore it, they still become
followers and can see your posts, photos, reels, and stories as you post them. Some of these
followers will be fake. Guaranteed. You'll see your followers under your profile and Friends tab.
If you see any suspicious accounts under followers, block them.
And go into security settings under the login, and make sure Facebook Protect is on. These are
advanced security settings to protect accounts by monitoring logins from new devices and
locations.
Would you walk up to a stranger and hand out your phone number, email address, pictures of
the kids, and where you work? Probably not. SO MAKE SURE YOU'RE SHARING YOUR
FACEBOOK INFORMATION ONLY WITH YOUR FRIENDS.
THAT'S WHAT THE TECH, I'M JAMEY TUCKER

ANCHOR TAG

(IF YOU WANT TO PUSH PEOPLE TO YOUR WEBSITE I'LL HAVE THESE MISTAKES IN
THE STORY. I'LL ALSO BE DOING ANOTHER STORY TOMORROW ON LOCKING DOWN
YOUR FACEBOOK ACCOUNT TO KEEP OTHER COMPANIES FROM COMPROMISING
YOUR ACCOUNT IF YOU WANT TO TEASE AHEAD)

WEB STORY

We've all got Facebook friends who post warnings that their account has been hacked and "do
not accept friend requests" from me. I know I see these posts frequently and they're usually
from the same people. Have you ever wondered why the same people get hacked or cloned
over and over again?
They're probably making some mistakes that hackers prey on. Mistakes that make it easy for
hackers to target and compromise Facebook profiles and accounts.

Here are some common mistakes that make you an easy mark for Facebook bad guys:

Mistake #1: Share your phone number publicly. You may not even remember giving Facebook
your phone number but if it's shared publicly, it makes you vulnerable to hacks and identity theft.
It could also be a reason you get a lot of spam texts and robocalls. Go into settings to check
who can see your number. if it's shared with everyone, anyone visiting your profile can see your
number. The same is true with your email address.
Change them both to "only me" and share your number and email address only when you

choose to.



Mistake #2: having too many Facebook friends and followers. Hackers tend to target people
with lots of friends and followers. It makes it easy for them to reach a larger audience of
possible victims.

Are you friends with people you don't know in real life? Fake accounts send out millions of
friend requests every day. Check your friends list and if there are any you don't know, block
them.

I guarantee you'll see followers you don't know and didn't know who were following you.
Here's why: if you get a friend request from someone and you ignore it, they still become
followers and can see your public posts, photos, reels, and stories as you post them.

Some of these followers will be fake including those from fake or cloned accounts your friends
warned you about. You'll see your followers under your profile and Friends tab. If you see any
suspicious accounts under followers, block them.

Better yet, change the setting under public posts so that the only people who can follow you
are your friends.

Go into security settings under the login, and make sure "Facebook Protect" is on. These are
advanced security settings to protect accounts by monitoring logins from new devices and
locations. Facebook requires some accounts to have "Facebook Protect" turned on but it's a
good idea to make sure.

Would you walk up to a stranger and hand out your phone number, email address, pictures of
the kids, and where you work? Probably not. When you post things to Facebook you're likely
sharing it with more than just your Facebook friends. Treat Facebook information like you would
in real life and lessen the chance you'll become a frequent target.
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